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One copy of this form is to be completed by Unit Computer Security (COMPUSEC) Managers for all non-US citizens requiring access to the Edwards network.  The form is attached to a completed AFFTC Form 5917, Request for Edwards Domain/E-mail Account and filed in AFFTC/ITNPA.  This instruction implements a portion of AFI 33-202, Computer Security.  Note: This request expires one year from the date it is approved by the Designated Approval Authority.

1.
Part I.  USER INFORMATION: The Unit COMPUSEC Manager completes the following information.   

1.1.  FULL NAME:  The user’s first name, middle initial and last name.


1.2.  SPONSORING ORGANIZATION:  The user’s organization.   


1.3. JOB TITLE:  The user’s job title.

1.4. COUNTRY OF CITIZENSHIP:  The user’s country of residence.  

1.5.  US PERMANENT RESIDENT:  If yes, attach a copy of Permanent Resident Card; if no, complete Part II.
2.
Part II.   Provide the following information if the user is not a permanent resident.

2.1.  
E-MAIL REQUIRED:  Does the user need an e-mail account?  If yes, include the name of the individual authorized to view the mailbox. 


2.2.
WORK STATION:  Provide the following information about the user’s computer.

2.2.1. NAME:  Workstation name.

2.2.2. IP ADDRESS:  The IP address of the user’s computer.

2.2.3. MAC ADDRESS:  The MAC address of the user’s computer the user.

2.2.4. ACN:  The user’s accreditation number.


2.3. BUILDING NETWORK INFORMATION:  

2.3.1.  BUILDING NUMBER:  The building number where the user and the computer are located.

2.3.2. IP SUBNET:  The IP subnet address of the building.  

2.3.3. UCM:  The name of the Unit COMPUSEC Manager.  Should be the same person filling out the form.

2.3.4.  FSA/WGM:  Full name of the Functional System Administrator/ Work Group Manager.

2.4. SYSTEMS REQUIRING ACCESS:  List the systems the user needs to access.

2.4.1. IP ADDRESS:  The IP address of the system the user needs to access.

2.4.2. POC:  The point of contact for the system the user needs to access.

2.4.3. POC NUMBER:  The phone number for the point of contact for each of the servers the user needs to access.

2.5. JUSTIFICATION:  The reason the user needs to access each of the systems listed above.

3. Part III.  AUTHORIZATION

3.1.  REQUESTOR (COMMANDER or DIRECTOR):  The full name of the commander or director who is sponsoring the user.

3.1.1.  DATE:  The date the commander or director signs the request.

3.1.2.  SIGNATURE:  The commander or director’s signature.

3.1.3.  OFFICE SYMBOL:  The office symbol of the commander or director.

3.2.    
AFFTC/SFAP:  (Foreign Disclosure Office) The full name of a representative of the Foreign Disclosure Office.

3.2.1.  DATE:  The date the Foreign Disclosure Office representative signs the request.

3.2.2. SIGNATURE:  The Foreign Disclosure Office representative’s signature.

3.2.3.  RECOMMEND APPROVAL/DISAPPROVAL:  Check if it is recommended or not recommended to grant the user access to the requested systems.

3.3.    AFFTC/ITN:  The full name of the Operations Division Chief.

3.3.1.
DATE:  The date the ITN Division Chief signs the request.

3.3.2.   SIGNATURE:  The ITN Division Chief’s signature.

3.3.3.  RECOMMEND APPROVAL/DISAPPROVAL:  Check if it is recommended or not recommended to grant the user access to the requested systems.

3.4.   
AFFTC/IA:  The full name of a representative of the Information Assurance Office.

3.4.1. 
DATE:  The date the AFFTC/IA representative signs the request.

3.4.2. 
SIGNATURE:  The AFFTC/IA representative’s signature.

3.4.3.  RECOMMEND APPROVAL/DISAPPROVAL:  Check if it is recommended or not recommended to grant the user access to the requested systems.

3.5.  
 DESIGNATED APPROVAL AUTHORITY:  The full name of the Information Technology Director.

3.5.1.  DATE:  The date the Information Technology Director signs the request.

3.5.2.  SIGNATURE:  The Information Technology Director’s signature.

3.5.3.
APPROVED/DISAPPROVED:  Check if  the requesting user is granted access to the requested systems.
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WILBERT D. PEARSON, JR., Major General, USAF 







Commander

1 Attachment
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Foreign National Network Access Request  (Attachment 1, continued)
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